
CYBER SECURITY 
& PRIVACY ESSENTIALS

The Internet brings a world of 
opportunities that also expose 
businesses to increasing cyber threats 
from phishing scams to malware 
attacks, cybercriminals are constantly 
devising new ways to exploit 
vulnerabilities and steal personal 
information. 

Our comprehensive Cyber Security & 
Privacy Essentials Course equips you 
with the knowledge and skills to:

- Safeguard your personal information
- Increase your children’s online safety
- Enhance your business protection 
against cyber criminals
- Increase staff cybersecurity awareness
- Increase your business compliance 
with privacy laws

Cyber Threats: Gain a clear understanding of 
the various types of cyber threats, including 
phishing, malware, ransomware, and social 
engineering attacks.

Password Security: Learn how to create 
strong, unique passwords and non-technical 
actions for enhanced security.

Online Safety:  Learn about safe browsing 
habits and how to identify suspicious emails 
and links and protect your online presence.

Protect Your Data: Learn how to secure your 
devices, back up your data, and safely con-
nect to public Wi-Fi networks.

WHY ATTEND? YOU WILL LEARN

info@cm-alliance.com                https://cm-alliance.com            +44 203 189 1422                @cm_alliance
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       I was coming from a very low knowledge base and am not a “techie” so it was perfectly pitched 
to increase my awareness.

Susan Cordingley, Director of Planning & Communications, National Council for Voluntary Organisations (NCVO)

The NCSC
 

The NCSC Assured Training scheme certifies 
high quality training courses that deliver  
practical, high value guidance to organisations.

The Cyber Security and Privacy Essentials  
training course material and trainers have been  
benchmarked against NCSC’s rigorous  
standards based on the relevant areas of the 
CYBOK (Cyber Security Body Of Knowledge) 
Skills Framework.

Online Safety: How to stay safe online

Password Security: How to use passwords other steps 
to defeat cyber criminals

Cyber Threats: Understand what they are and how 
they impact your personal life and your business

Software Updates: Learn why this matters and discov-
er technologies you can use to automate security

Data Protection: Learn how to secure your data and 
your mobile devices from unauthorised access

Ransomware Protection: Learn how to stay protected 
from ransomware attacks

Travel + Wi-Fi: Learn how to protect your privacy dur-
ing travel and when using Wi-Fi in public spaces

Additional Topics include: Social Media Security, 
Children Online Safety and Business Security

COURSE CONTENT

For further information or to register   Call +44(0)203 189 1422   info@cm-alliance.com

Gain full confidence to 

navigate the internet 

safely and securely.

Protect your personal 

information, financial 

data, and online accounts.

Stay safe from cyber fraud, 

malware attacks, and identity 

theft.

Increase your cybersecurity 

awareness and knowledge.

How to avoid huge fines

NCSC-ASSURED TRAINING


