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P E R S O N A L  I N V I T A T I O N

Executive  Blueprint to Detect & STOP Software  Supply-Chain  Attacks 

Special Executive Presentation along with a PDF actionable plan on how you can 
significantly reduce your risk exposure to Software Supply-Chain  Attacks.
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The Good News

You are most likely NOT going to be targeted by cyber attackers.  Even Nation State attackers 
(yes, like Russia, China, Iran and others) will give your organisation a pass! So, there is nothing 
to worry about, correct? Wrong.

The Really Bad News

The smart attackers are constantly targeting your software supply chain. Why attack you 
when the Nation States can poison the software you are using? Why waste effort in breaking 
your strong defences when your software suppliers and others in your supply chain can’t be 
bothered or don’t have the budgets to build a strong cybersecurity posture.  
Even the likes of Microsoft, which is often considered the embodiment of software and 
security, has been victim to software supply-chain attacks. 

Death, Taxes and What? 

Although some professionals recklessly use an adapted version of Benjamin Franklin’s death 
and taxes quote as an ice-breaker, we strongly believe that death, taxes and   cloud native 
attacks are the only certainties that will stand the test of time. 
Enough postulating about the future though. The fact remains - cloud native attacks are not 
going away. Software Supply-Chain attacks are most certainly here to stay and we want to 
show you how prevention shift left creates the strongest defence against cloud native attacks. 
Join us on Thursday November 24th, 2022  for an exclusive session, tailored to your specific 
needs.

Date: Thursday 24th, November 2022

Time: 5.30pm - 9.00 pm

Key takeaways:

• Principles of cloud native security.
• Blueprint for defence.
• Immediate action you can take today.
• All those who attend will be provided with a special guide on actionable Tactics & Strategies 

to Detect & STOP Cloud Native Attacks.  

www.cm-alliance.com



W I S D O M  O F  C R O W D S  S C H E D U L E
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Event Registration

Introduction

First Course Served

Live Demonstration

Dinner Served

Networking

Event registration and refreshments. 

The software supply chain revolution and 
emergence of a new threat & Analysis of 
real world attacks and the compound risks 
from code to runtime.

Live demonstration on technology to 
prevent supply chain attacks & protect in 
production and Q&A session open to all 
& your opportunity to understand what 
immediate actions you can take to reduce 
your risk exposure.

The dinner is sponsored by Aqua Security 
and managed, supervised and facilitated 
by Cyber Management Alliance Ltd.

17.30

18.00

19.00

19.15

20.00

21.00



S P E A K E R  B I O :
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Phil received his postgraduate certificate from Oxford University in Artificial Intelligence 
and another on Blockchain and Cryptocurrency engineering from MIT .Subsequently, he 
engineered a blockchain for the UK’s Joint Intelligence Money Laundering Technology at the 
NCA .

Personal:  Keeps busy with his two grandchildren and recently celebrated his 35th wedding 
anniversary 

We look forward to your participation and contribution to what promises to be an exciting 
congregation . We look forward to hosting you.

To confirm your attendance, please email nishank@cm-alliance.com

www.cm-alliance.com

Phil TM Pearson is the Principal Security Architect at Aqua 
Security. He  has implemented Aqua end to end countless 
times since its inception  .

Phil has 7 years experience as a CISO and his experience 
includes working as cloud Lead for Barclays as well as 
building and running both landing zones and operating 
models at 3 Tier 1 banks & the largest Credit Union in the 
UK. 

Today, Phil also works as a SME on the Zero Trust initiative 
with the CSA’s inner circle.  He  specializes in regulations 
and builds frameworks as a hobby.   

P H I L  P E A R S O N
P R I N C I PA L  S E C U R I T Y  A R C H I T E C T 
AT  A Q U A  S E C U R I T Y


